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COMPUTING SYSTEM WITH
INTERFERENCE CLASSIFICATION
MECHANISM AND METHOD OF
OPERATION THEREOF

CROSS-REFERENCE TO RELATED
APPLICATION(S)

This application claims the benefit of U.S. Provisional
Patent Application Ser. No. 61/832,718 filed Jun. 7, 2013, and
the subject matter thereof is incorporated herein by reference
thereto.

TECHNICAL FIELD

An embodiment of the present invention relates generally
to a computing system, and more particularly to a system with
interference classification mechanism.

BACKGROUND

Modern consumer and industrial electronics, especially
devices such as cellular phones, navigations systems, por-
table digital assistants, and combination devices, are provid-
ing increasing levels of functionality to support modern life
including mobile communication. Research and develop-
ment in the existing technologies can take a myriad of differ-
ent directions.

The increasing demand for information in modern life
requires users to access information at any time, at increasing
data rates. However, telecommunication signals used in
mobile communication effectively experience various types
of interferences from numerous sources, as well as computa-
tional complexities rising from numerous possible formats
for communicated information, which affect the quality and
speed of the accessible data.

Thus, a need still remains for a computing system with
interference classification mechanism. In view of the ever-
increasing commercial competitive pressures, along with
growing consumer expectations and the diminishing oppor-
tunities for meaningful product differentiation in the market-
place, it is increasingly critical that answers be found to these
problems. Additionally, the need to reduce costs, improve
efficiencies and performance, and meet competitive pressures
adds an even greater urgency to the critical necessity for
finding answers to these problems.

Solutions to these problems have been long sought but
prior developments have not taught or suggested any solu-
tions and, thus, solutions to these problems have long eluded
those skilled in the art.

SUMMARY

An embodiment of the present invention provides a com-
puting system, including: an antenna configured to receive a
receiver signal for representing a serving signal and an inter-
ference signal; a communication unit, coupled to the antenna,
configured to: calculate a decoder output based on the
receiver signal, generate an interference modulation estimate
based on the decoder output and the receiver signal, and
calculate a content result based on the interference modula-
tion estimate for representing the serving signal.

Anembodiment of the present invention provides a method
of operation of a computing system including: receiving a
receiver signal for representing a serving signal and an inter-
ference signal; calculating a decoder output based on the
receiver signal; generating an interference modulation esti-
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2

mate with a communication unit based on the decoder output
and the receiver signal; and calculating a content result based
on the interference modulation estimate for representing the
serving signal.

An embodiment of the present invention provides a non-
transitory computer readable medium including instructions
for operating a computing system including: receiving a
receiver signal for representing a serving signal and an inter-
ference signal; calculating a decoder output based on the
receiver signal; generating an interference modulation esti-
mate with a communication unit based on the decoder output
and the receiver signal; and calculating a content result based
on the interference modulation estimate for representing the
serving signal.

Certain embodiments of the invention have other steps or
elements in addition to or in place of those mentioned above.
The steps or elements will become apparent to those skilled in
the art from a reading of the following detailed description
when taken with reference to the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a computing system with interference classifica-
tion mechanism in an embodiment of the present invention.

FIG. 2 is an exemplary block diagram of the computing
system.

FIG. 3 is a control flow of the computing system.

FIG. 4 is a flow chart of a method of operation of a com-
puting system in a further embodiment of the present inven-
tion.

DETAILED DESCRIPTION

The following embodiments of the present invention can be
used to communicate a serving signal between devices in a
computing system. The serving signal can be received along
with an interference signal at a device as areceiver signal. The
computing system can remove a portion of the receiver signal
corresponding to the serving signal using a decoding result.

The computing system can further whiten a residual signal
resulting from removing the decoding result. The computing
system can use the whitened instance of the residual signal to
generate an interference modulation estimate for approximat-
ing an interference modulation scheme for the interference
signal. The computing system can use the interference modu-
lation estimate to further process for the serving signal.

The following embodiments are described in sufficient
detail to enable those skilled in the art to make and use the
invention. It is to be understood that other embodiments
would be evident based on the present disclosure, and that
system, process, or mechanical changes may be made without
departing from the scope of an embodiment of the present
invention.

In the following description, numerous specific details are
given to provide a thorough understanding of the invention.
However, it will be apparent that the invention may be prac-
ticed without these specific details. In order to avoid obscur-
ing an embodiment of the present invention, some well-
known circuits, system configurations, and process steps are
not disclosed in detail.

The drawings showing embodiments of the system are
semi-diagrammatic, and not to scale and, particularly, some
of the dimensions are for the clarity of presentation and are
shown exaggerated in the drawing figures. Similarly,
although the views in the drawings for ease of description
generally show similar orientations, this depiction in the fig-
ures is arbitrary for the most part. Generally, the invention can



US 9,203,659 B2

3

be operated in any orientation. The embodiments have been
numbered first embodiment, second embodiment, etc. as a
matter of descriptive convenience and are not intended to
have any other significance or provide limitations for an
embodiment of the present invention.

The term “module” referred to herein can include or be
implemented as software, hardware, or a combination thereof
in the present invention in accordance with the context in
which the term is used. For example, the software can be
machine code, firmware, embedded code, and application
software. The software can also include a function, a call to a
function, a code block, or a combination thereof. Also for
example, the hardware can be gates, circuitry, processor,
computer, integrated circuit, integrated circuit cores, a pres-
sure sensor, an inertial sensor, a microelectromechanical sys-
tem (MEMS), passive devices, physical non-transitory
memory medium having instructions for performing the soft-
ware function, a portion therein, or a combination thereof.

The term “processing” as used herein includes manipulat-
ing signal and corresponding data, such as filtering, detecting,
decoding, assembling data structures, transferring data struc-
tures, manipulating data structures, and reading and writing
data structures. Data structures are defined to be information
arranged as symbols, packets, blocks, files, input data, system
generated data, such as calculated or generated data, and
program data.

Referring now to FIG. 1, therein is shown a computing
system 100 with interference classification mechanism in an
embodiment of the present invention. The computing system
100 includes a first device 102, such as a mobile device
including a cellular phone or a notebook computer, connected
to a network 104. The network 104 is a system of wired or
wireless communication devices or means that are connected
to each other for enabling communication between devices.

For example, the network 104 can include a combination of
wires, transmitters, receivers, antennas, towers, stations,
repeaters, telephone network, servers, or client devices for a
wireless cellular network. The network 104 can also include
a combination of routers, cables, computers, servers, and
client devices for various sized area networks.

The computing system 100 can include a second device
106 for directly or indirectly linking and communicating with
the first device 102. The network 104 can include the second
device 106. The second device 106 can receive wireless sig-
nals from the first device 102, transmit signals to the first
device 102, process signals, or a combination thereof. The
second device 106 can also relay signals between other base
stations, components within the network 104, or a combina-
tion thereof.

The first device 102 can be connected to the network 104
through the second device 106. For example, the second
device 106 can be a base station. Also for example, the second
device 106 can be a communication device or a processing
component included or with a cell tower, a wireless router, an
antenna, or a combination thereof being used to communicate
with, such as by sending signals to or receiving signals from,
the first device 102 including a mobile computing device.

The first device 102 can connect to and communicate with
other devices, such as other mobile devices, servers, comput-
ers, telephones, or a combination thereof. For example, the
first device 102 can communicate with other devices by trans-
mitting signals, receiving signals, processing signals, or a
combination thereof and displaying a content of the signals,
audibly recreating sounds according to the content of the
signals, processing according to the content, such as storing
an application or updating an operating system, or a combi-
nation thereof.
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The second device 106 can be used to wirelessly exchange
signals for communication, including voice signals of a tele-
phone call or data representing a webpage and interactions
therewith. The second device 106 can also transmit reference
signals, training signals, error detection signals, error correc-
tion signals, header information, transmission format, proto-
col information, or a combination thereof.

Based on the communication method, such as code divi-
sion multiple access (CDMA), orthogonal frequency-divi-
sion multiple access (OFDMA), Third Generation Partner-
ship Project (3GPP), Long Term Evolution (LTE), or fourth
generation (4G) standards, the communication signals can
include a reference portion, a header portion, a format por-
tion, an error correction or detection portion, or a combina-
tion thereof imbedded in the communicated information. The
reference portion, header portion, format portion, error cor-
rection or detection portion, or a combination thereof can
include a predetermined bit, pulse, wave, symbol, or a com-
bination thereof. The various portions can be embedded
within the communicated signals at regular time intervals,
frequency, code, or a combination thereof.

The second device 106 can communicate serving content
by transmitting a serving signal 110 intended for the first
device 102. The serving content can include data from a
transmitting device intended for communication by repro-
duction or processing at a receiving device. For example, the
serving content can be a sequence of bits intended for dis-
playing, audibly recreating, executing instructions, storing,
ora combination thereof at a receiving device, such as the first
device 102.

The second device 106 can modify the serving content to
generate and transmit the serving signal 110. The serving
signal 110 is data actually transmitted by a device for com-
munication and having a format for transmission. The serving
signal 110 can be represented as ‘x[k]=[x,[k], . . . , x,[K]].
The serving signal 110 can be communicated using ‘[’ layers
for multiple-input multiple-output (MIMO) transmission for-
mat utilizing multiple antennas.

The second device 106 can generate the serving signal 110
by modifying, such as by interleaving, encoding, precoding,
adding formatting information, or a combination thereof, the
serving content according to methods or standardizations
predetermined by the computing system 100 to generate a
code word. The serving signal 110 can be based on point-to-
point binary codes, such as turbo codes or low-density parity
check codes.

The second device 106 can generate the serving signal 110
using one or more symbols according to a serving modulation
scheme 114. The serving modulation scheme 114 can be a
system of signal variations or symbols for representing spe-
cific information. The serving modulation scheme 114 can be
intended or utilized for a specific instance of communication,
such as in time or occasion, for communicating between a
specific set of corresponding devices. For example, the serv-
ing modulation scheme 114 can be for communicating
between the first device 102 and the second device 106.

The serving modulation scheme 114 can include analog or
digital modulation methods, such as amplitude modulation or
various keying techniques. For example, the serving modu-
lation scheme 114 can include phase-shift keying (PSK) such
as quadrature PSK (QPSK), frequency-shift keying (FSK),
amplitude-shift keying (ASK), quadrature amplitude modu-
lation (QAM), variations such as binary or 64 symbol
schemes thereof, or a combination thereof.

The serving signal 110 can further include a serving refer-
ence segment 116. The serving reference segment 116 is a
known or designated information transmitted by a device
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used to determine various types of information at a receiving
device. The serving reference segment 116 can include a bit,
asymbol, a signal pattern, a signal strength, frequency, phase,
duration, or a combination thereof predetermined by the com-
puting system 100, a standard, or a combination thereof. The
details of the serving reference segment 116 can be known
and used by one, multiple, or all devices in the computing
system 100.

The serving reference segment 116 can include generic
information, cell-specific information, or a combination
thereof. The serving reference segment 116 can further
include information regarding a transmission format. The
detail, the structure, the content, or a combination thereof for
the serving reference segment 116 can be used by the receiv-
ing device, such as the first device 102, to determine infor-
mation regarding a mechanism used to transmit data.

The computing system 100 can further include an interfer-
ence signal 120 from an interference source 118. The inter-
ference source 118 can include any source generating signals
unintended for a specific receiver. For example, the interfer-
ence source 118 can include various transmitters, including a
base station or a satellite dish, another mobile communication
device, such as a smart phone or a laptop computer, broad-
casting station, such as for television or radio, or a combina-
tion thereof separate from the first device 102, the second
device 106, or a combination thereof.

The interference signal 120 can include data unintended
for communication at the receiving device. The interference
signal 120 can include data or information having similar
format or use as the serving content as described above, but
intended for communication with a different device and
received by the first device 102 or for a purpose not currently
utilized by the first device 102. The interference signal 120
can be represented as ‘w[k]=[w,[k], . . ., w,[k]]”. The
interference signal 120 can be based on ‘L"” layers.

For illustrative purposes, the interference signal 120 is
described as originating from the interference source 118.
However, it is understood that the interference signal 120 can
be originated from the first device 102, the second device 106,
or a combination thereof communicating information unin-
tended for exchange between the first device 102 and the
second device 106, or a combination thereof.

The interference signal 120 can be based on an interference
modulation scheme 121. The interference modulation
scheme 121 can be a system of signal variations similar in
nature to the serving modulation scheme 114, but intended or
utilized for communication with a device or a process other
than the receiving device or the applicable process therein.

For example, the interference modulation scheme 121 can
include modulation scheme of a signal unintended for the first
device 102 or the second device 106 receiving the interfer-
ence signal 120. Also for example, the interference modula-
tion scheme 121 can include modulation scheme for a signal
intended for the first device 102 or the second device 106 but
not for a relevant process or time, such as a delayed signal or
including erroneous recipient.

The independent modulation scheme 121 can be unknown
to the unintended device receiving the interference signal 120
at the time of reception. The interference modulation scheme
121 can be independent of the serving modulation scheme
114. For example, the independent modulation scheme 121
can be same as or different from the serving modulation
scheme 114.

The interference signal 120 can include an interference
reference segment 122 corresponding to the interference
source 118. The interference reference segment 122 a known
or designated information transmitted by the interference
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source 118 intended to determine various types of informa-
tion at a particular intended device. The interference refer-
ence segment 122 can be similar to the serving reference
segment 116 but specific to the interference source 118
instead of the second device 106. The interference reference
segment 122 can include information identifying or unique to
the interference source 118.

The computing system 100 can include a receiver signal
124 for communicating the communication content between
devices. For example, the first device 102 can receive the
receiver signal 124 as data or information identified or deter-
mined by the first device 102 for communication. The first
device 102 can receive the receiver signal 124 including infor-
mation or data from various sources. For example, the
receiver signal 124 can include a receiver serving portion 126,
a receiver interference portion 128, a noise portion 130, or a
combination thereof.

The receiver serving portion 126 is a part of the receiver
signal 124 corresponding to the serving content. For example,
the receiver serving portion 126 can correspond to data or
information transmitted by the second device 106, such as the
serving signal 110. The receiver serving portion 126 can be
based on the serving reference segment 116 unique to a cor-
responding device for the communication.

The receiver serving portion 126 can be a result of the
serving signal 110 traversing a serving channel. The serving
channel can be a direct link between corresponding devices,
such as between the first device 102 and the second device
106. The serving channel can also include repeaters, ampli-
fiers, or a combination thereof there-between for an indirect
link. The serving channel can include a specific instance or
value of communication frequency, time slot, packet desig-
nation, transmission rate, channel code, or a combination
thereof used for transmitting signals between intended
devices.

The serving channel can further include physical charac-
teristics unique to geographic locations associated with the
intended devices. The serving channel can include structures
or influences, such as fading characteristics of signals or
causes for unique delay or reflection of signals, affecting the
transmission of wireless signals. The serving channel can
distort or alter the signals traversing therein.

The computing system 100 can calculate a serving channel
estimate 134 to characterize the serving channel or the effects
of traversing the serving channel. For example, the serving
channel estimate 134 can represent fading, distortions or
alterations from delayed signals or echoes, or a combination
thereof of the serving channel. The computing system 100
can calculate the serving channel estimate 134 using the
serving reference segment 116 represented in the receiver
serving portion 126.

The serving channel estimate 134 can be represented as
‘H[k[=[hy[k]] 5, - The term ‘N, can represent number of
transmit antennas corresponding to the second device 106 for
the serving signal 110.

The receiver interference portion 128 is a part of the
receiver signal 124 corresponding to the information unin-
tended for the receiver device. The receiver interference por-
tion 128 can degrade or alter the receiver serving portion 126,
becoming a hindrance in communicating the serving content
between intended devices.

For example, the receiver interference portion 128 can
correspond to data or information transmitted by the interfer-
ence source 118, such as the interference signal 120. Also for
example, the receiver interference portion 128 can corre-
spond to data or information transmitted by the second device
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106 using a frequency or an identifier unintended for com-
municating with the first device 102.

Similarly, the receiver interference portion 128 can be a
result of the interference signal 120 traversing an interference
channel. The interference channel can be a direct or an indi-
rect link between unintended communication counterparts,
such as between the first device 102 and the interference
source 118 or between the first device 102 and the second
device 106 for unintended data.

The interference channel can be similar to the serving
channel, but specific to communicating unintended informa-
tion. For example, the interference channel can include a
specific instance or value of communication frequency, time
slot, packet designation, transmission rate, channel code, or a
combination thereof used for transmitting signals between
unintended devices. Also for example, the interference chan-
nel can include physical characteristics unique to geographic
locations associated with the intended devices. The interfer-
ence channel can distort or alter the signals traversing therein.

The computing system 100 can calculate an interference
channel estimate 138 to characterize the interference channel
or the effects of traversing the interference channel. For
example, the interference channel estimate 138 can represent
fading, distortions or alterations from delayed signals or ech-
oes, or a combination thereof specific to the interference
channel. The computing system 100 can calculate the inter-
ference channel estimate 138 using the interference reference
segment 122 represented in the receiver interference portion
128.

The interference channel estimate 138 can be represented
as

Gl = [yl

The term ‘N,” can represent number of transmit antennas
corresponding to the interference source 118 for the interfer-
ence signal 120.

The noise portion 130 can include error or deviations in the
data. The noise portion 130 can be from a processing channel
or a route for the data, hardware components processing
signals, background noise, or a combination thereof. The
noise portion 130 can also include changes in the signal or the
data due to hardware component limitations, such as toler-
ance levels or cross-talk between components. The noise
portion 130 can be independent of the transmit symbols.

The noise portion 130 can be additive in nature and have a
random Gaussian or Rayleigh distribution for the changes.
Moreover, the noise portion 130 can be independent and
identically distributed (i.i.d.) sequence of uncorrelated circu-
larly symmetric complex Gaussian random vector with zero
mean. The noise portion 130 can be represented as ‘z[k]=[z,
[k, ..., ZM[k]]T’.

The noise portion 130 can be characterized by a noise
variance 144. The noise variance 144 is a statistical charac-
teristic of the noise portion 130. The noise variance 144 can
be a covariance of the noise portion 130. The noise variance
144 can be a measure of spread, distancing, density, power, or
a combination thereof for the noise portion 130.

The noise variance 144 can be known to the computing
system 100. For example, the computing system 100 can
estimate the noise variance 144, represented as ‘0”’ or ‘01,
with ‘I,,” further representing an identity matrix of size ‘N,;.
Also for example, the computing system 100 can include the
noise variance 144 predetermined by the computing system
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100, such as in a look-up table, determined using a dedicated
device or circuitry, or a combination thereof.

The receiver serving portion 126 can be a combination of
the serving channel estimate 134 and the serving signal 110.
Thereceiver interference portion 128 can be a combination of
the interference channel estimate 138 and the interference
signal 120. The receiver signal 124 can be a combination of
the receiver serving portion 126 and the receiver interference
portion 128. The receiver signal 124 can be represented as:

Y =H[k]x[k]+ G [k]w/[k]+z[k].

The computing system 100 can process the receiver signal
124 to recover the serving content. The computing system
100 can process the receiver signal 124 in a variety of ways.
For example, the computing system 100 can detect, decode,
deinterleave, interleave, or a combination thereof. As a more
specific example, the computing system 100 can produce a
detection result 152, a decoding result 154, or a combination
thereof.

The detection result 152 is an output of extracting particu-
lar information from a larger stream of information without
specific cooperation from or synchronization with the sender.
The detection result 152 can include particular information
extracted from the receiver signal 124 or electromagnetic
waves available to the receiving device, such as the first
device 102 or the second device 106.

The detection result 152 can be based on frequency, mag-
nitude, phase, signal shape, timing, or a combination thereof,
known or available instances of the serving modulation
scheme 114, filters, or a combination thereof. The detection
result 152 can be a posteriori value for the detection process.
The detection result 152 can be further based on a priori value
preceding the processing mechanism.

The decoding result 154 is an output of reversing an encod-
ing process performed by a transmitting process for trans-
forming information from one format into another. The
decoding result 154 can be based on various coding mecha-
nisms, such as turbo-coding mechanism or polar-coding
mechanism.

The detection result 152, the decoding result 154, or a
combination thereof can be represented as a logarithmic
value, a likelihood value, a ratio, or a combination thereof.
For example, the detection result 152, the decoding result
154, or a combination thereof can be a log-likelihood ratio
(LLR). The detection result 152, the decoding result 154, or a
combination thereof can represent a soft-decision process.
The detection result 152, the decoding result 154, or a com-
bination thereof can represent a likelihood value associated
with a specific possible value.

The computing system 100 can further use the detection
result 152, the decoding result 154, or a combination thereof
to produce an interference modulation estimate 156. The
interference modulation estimate 156 is a result of processing
the receiver signal 124 to approximate the interference modu-
lation scheme 121.

The computing system 100 can utilize the interference
modulation estimate 156 in recovering the serving content
from the receiver signal 124. The computing system 100 can
produce a content result 158 based on the interference modu-
lation estimate 156. The content result 158 can include data
bits representing an estimate of the serving content originally
intended by the serving signal 110. Details regarding the
interference modulation estimate 156 and the content result
158 will be described below.

For illustrative purposes, the computing system 100 is
described as the second device 106 transmitting information
and the first device 102 receiving the transmitted information.

Equation (1).
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However, it is understood that the computing system 100 can
have the second device 106 as the receiving device and the
first device 102 as the transmitting device.

Also forillustrative purposes, the computing system 100 is
described as having one instance of the interference signal
120 and one instance of the interference source 118 relative to
communicating between the first device 102 and the second
device 106. However, it is understood that the computing
system 100 can experience and process for multiple interfer-
ence signals and sources.

Referring now to FIG. 2, therein is shown an exemplary
block diagram of the computing system 100. The computing
system 100 can include the first device 102, the network 104,
and the second device 106. The first device 102 can send
information in a first device transmission 208 over the net-
work 104 to the second device 106. The second device 106
can send information in a second device transmission 210
over the network 104 to the first device 102.

For illustrative purposes, the computing system 100 is
shown with the first device 102 as a client device, although it
is understood that the computing system 100 can have the first
device 102 as a different type of device. For example, the first
device 102 can be a server having a display interface.

Also forillustrative purposes, the computing system 100 is
shown with the second device 106 as a server, although it is
understood that the computing system 100 can have the sec-
onddevice 106 as a different type of device. For example, the
second device 106 can be a client device.

For brevity of description in this embodiment of the present
invention, the first device 102 will be described as a client
device and the second device 106 will be described as aserver
device. The embodiment of the present invention is not lim-
ited to this selection for the type of devices. The selection is an
example of an embodiment of the present invention.

The first device 102 can include a first control unit 212, a
first storage unit 214, a first communication unit 216, and a
first user interface 218. The first control unit 212 can include
a first control interface 222. The first control unit 212 can
execute a first software 226 to provide the intelligence of the
computing system 100.

The first control unit 212 can be implemented in a number
of different manners. For example, the first control unit 212
can be a processor, an application specific integrated circuit
(ASIC) an embedded processor, a microprocessor, a hard-
ware control logic, a hardware finite state machine (FSM), a
digital signal processor (DSP), or a combination thereof. The
first control interface 222 can be used for communication
between the first control unit 212 and other functional units in
the first device 102. The first control interface 222 can also be
used for communication that is external to the first device 102.

The first control interface 222 can receive information
from the other functional units or from external sources, or
can transmit information to the other functional units or to
external destinations. The external sources and the external
destinations refer to sources and destinations external to the
first device 102.

The first control interface 222 can be implemented in dif-
ferent ways and can include different implementations
depending on which functional units or external units are
being interfaced with the first control interface 222. For
example, the first control interface 222 can be implemented
with a pressure sensor, an inertial sensor, a microelectrome-
chanical system (MEMS), optical circuitry, waveguides,
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wireless circuitry, wireline circuitry, or a combination
thereof.

The first storage unit 214 can store the first software 226.
The first storage unit 214 can also store the relevant informa-
tion, such as data representing incoming images, data repre-
senting previously presented image, sound files, or a combi-
nation thereof.

The first storage unit 214 can be a volatile memory, a
nonvolatile memory, an internal memory, an external
memory, or a combination thereof. For example, the first
storage unit 214 can be a nonvolatile storage such as non-
volatile random access memory (NVRAM), Flash memory,
disk storage, or a volatile storage such as static random access
memory (SRAM).

The first storage unit 214 can include a first storage inter-
face 224. The first storage interface 224 can be used for
communication between the first storage unit 214 and other
functional units in the first device 102. The first storage inter-
face 224 can also be used for communication that is external
to the first device 102.

The first storage interface 224 can receive information
from the other functional units or from external sources, or
can transmit information to the other functional units or to
external destinations. The external sources and the external
destinations refer to sources and destinations external to the
first device 102.

The first storage interface 224 can include different imple-
mentations depending on which functional units or external
units are being interfaced with the first storage unit 214. The
first storage interface 224 can be implemented with technolo-
gies and techniques similar to the implementation of the first
control interface 222.

The first communication unit 216 can enable external com-
munication to and from the first device 102. For example, the
first communication unit 216 can permit the first device 102 to
communicate with the second device 106, a different device,
an attachment, such as a peripheral device or a desktop com-
puter, the network 104, or a combination thereof.

The first communication unit 216 can also function as a
communication hub allowing the first device 102 to function
as part of the network 104 and not limited to be an end point
or terminal unit to the network 104. The first communication
unit 216 can include active and passive components, such as
microelectronics or an antenna, for interaction with the net-
work 104.

The first communication unit 216 can include a baseband
device or component, a modem, a digital signal processor, or
a combination thereof for transmitting, formatting, receiving,
detecting, decoding, further processing, or a combination
thereof for communication signals. The first communication
unit 216 can include one or more portions for processing the
voltages, the currents, the digital information, or a combina-
tion thereof, such as an analog-to-digital converter, a digital-
to-analog converter, a filter, an amplifier, a processor-type
circuitry, or a combination thereof. The first communication
unit 216 can further include one or more portions for storing
information, such as cache or RAM memory, registers, or a
combination thereof.

The first communication unit 216 can be coupled with a
first antenna 217. The first antenna 217 can be a device or a
portion of a device for physically communicating signals.
The first antenna 217 can communicate by transmitting or
receiving signals to or from another device. The first antenna
217 can be for wireless signals. The first antenna 217 can
include an omnidirectional antenna, a wire, an antenna chip,
a ceramic antenna, or a combination thereof.

The first antenna 217 can detect or respond to a power in
electromagnetic waves and provide the detected result to the
first communication unit 216 to receive a signal, including the
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second device transmission 210. The first antenna 217 can
provide a path or respond to currents or voltages provided by
the first communication unit 216 to transmit a signal, includ-
ing the first device transmission 208.

The first communication unit 216 can include a first com-
munication interface 228. The first communication interface
228 can be used for communication between the first com-
munication unit 216 and other functional units in the first
device 102. The first communication interface 228 can
receive information from the other functional units or can
transmit information to the other functional units.

The first communication interface 228 can include differ-
ent implementations depending on which functional units are
being interfaced with the first communication unit 216. The
first communication interface 228 can be implemented with
technologies and techniques similar to the implementation of
the first control interface 222.

The first user interface 218 allows a user (not shown) to
interface and interact with the first device 102. The first user
interface 218 can include an input device and an output
device. Examples of the input device of the first user interface
218 can include a keypad, a touchpad, soft-keys, a keyboard,
amicrophone, an infrared sensor for receiving remote signals,
or any combination thereof to provide data and communica-
tion inputs.

The first user interface 218 can include a first display
interface 230. The first display interface 230 can include an
output device. The first display interface 230 can include a
display, a projector, a video screen, a speaker, or any combi-
nation thereof.

The first control unit 212 can operate the first user interface
218 to display information generated by the computing sys-
tem 100. The first control unit 212 can also execute the first
software 226 for the other functions of the computing system
100. The first control unit 212 can further execute the first
software 226 for interaction with the network 104 via the first
communication unit 216.

The second device 106 can be optimized for implementing
an embodiment of the present invention in a multiple device
embodiment with the first device 102. The second device 106
can provide the additional or higher performance processing
power compared to the first device 102. The second device
106 can include a second control unit 234, a second commu-
nication unit 236, a second user interface 238, and a second
storage unit 246.

The second user interface 238 allows a user (not shown) to
interface and interact with the second device 106. The second
user interface 238 can include an input device and an output
device. Examples of the input device of the second user
interface 238 can include a keypad, a touchpad, soft-keys, a
keyboard, a microphone, or any combination thereof to pro-
vide data and communication inputs. Examples of the output
device of the second user interface 238 can include a second
display interface 240. The second display interface 240 can
include a display, a projector, a video screen, a speaker, or any
combination thereof.

The second control unit 234 can execute a second software
242 to provide the intelligence of the second device 106 of the
computing system 100. The second software 242 can operate
in conjunction with the first software 226. The second control
unit 234 can provide additional performance compared to the
first control unit 212.

The second control unit 234 can operate the second user
interface 238 to display information. The second control unit
234 can also execute the second software 242 for the other
functions of the computing system 100, including operating
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the second communication unit 236 to communicate with the
first device 102 over the network 104.

The second control unit 234 can be implemented in a
number of different manners. For example, the second control
unit 234 can be a processor, an embedded processor, a micro-
processor, hardware control logic, a hardware finite state
machine (FSM), a digital signal processor (DSP), or a com-
bination thereof.

The second control unit 234 can include a second control
interface 244. The second control interface 244 can be used
for communication between the second control unit 234 and
other functional units in the second device 106. The second
control interface 244 can also be used for communication that
is external to the second device 106.

The second control interface 244 can receive information
from the other functional units or from external sources, or
can transmit information to the other functional units or to
external destinations. The external sources and the external
destinations refer to sources and destinations external to the
second device 106.

The second control interface 244 can be implemented in
different ways and can include different implementations
depending on which functional units or external units are
being interfaced with the second control interface 244. For
example, the second control interface 244 can be imple-
mented with a pressure sensor, an inertial sensor, a microelec-
tromechanical system (MEMS), optical circuitry,
waveguides, wireless circuitry, wireline circuitry, or a com-
bination thereof.

A second storage unit 246 can store the second software
242. The second storage unit 246 can also store the informa-
tion such as data representing incoming images, data repre-
senting previously presented image, sound files, or a combi-
nation thereof. The second storage unit 246 can be sized to
provide the additional storage capacity to supplement the first
storage unit 214.

For illustrative purposes, the second storage unit 246 is
shown as a single element, although it is understood that the
second storage unit 246 can be a distribution of storage ele-
ments. Also for illustrative purposes, the computing system
100 is shown with the second storage unit 246 as a single
hierarchy storage system, although it is understood that the
computing system 100 can have the second storage unit 246
in a different configuration. For example, the second storage
unit 246 can be formed with different storage technologies
forming a memory hierarchal system including different lev-
els of caching, main memory, rotating media, or off-line
storage.

The second storage unit 246 can be a volatile memory, a
nonvolatile memory, an internal memory, an external
memory, or a combination thereof. For example, the second
storage unit 246 can be a nonvolatile storage such as non-
volatile random access memory (NVRAM), Flash memory,
disk storage, or a volatile storage such as static random access
memory (SRAM).

The second storage unit 246 can include a second storage
interface 248. The second storage interface 248 can be used
for communication between the second storage unit 246 and
other functional units in the second device 106. The second
storage interface 248 can also be used for communication that
is external to the second device 106.

The second storage interface 248 can receive information
from the other functional units or from external sources, or
can transmit information to the other functional units or to
external destinations. The external sources and the external
destinations refer to sources and destinations external to the
second device 106.
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The second storage interface 248 can include different
implementations depending on which functional units or
external units are being interfaced with the second storage
unit 246. The second storage interface 248 can be imple-
mented with technologies and techniques similar to the
implementation of the second control interface 244.

The second communication unit 236 can enable external
communication to and from the second device 106. For
example, the second communication unit 236 can permit the
second device 106 to communicate with the first device 102
over the network 104.

The second communication unit 236 can also function as a
communication hub allowing the second device 106 to func-
tion as part of the network 104 and not limited to be an end
point or terminal unit to the network 104. The second com-
munication unit 236 can include active and passive compo-
nents, such as microelectronics or resistors, for interaction
with the network 104.

The second communication unit 236 can include a base-
band device or component, a modem, a digital signal proces-
sor, or a combination thereof for transmitting, formatting,
receiving, detecting, decoding, further processing, or a com-
bination thereof for communication signals. The second com-
munication unit 236 can include one or more portions for
processing the voltages, the currents, the digital information,
or a combination thereof, such as an analog-to-digital con-
verter, a digital-to-analog converter, a filter, an amplifier, a
processor-type circuitry, or a combination thereof. The sec-
ond communication unit 236 can further include one or more
portions for storing information, such as cache or RAM
memory, registers, or a combination thereof.

The second communication unit 236 can be coupled with a
second antenna 237. The second antenna 237 can be a device
ora portion ofa device for physically communicating signals.
The second antenna 237 can communicate by transmitting or
receiving signals to or from another device. The second
antenna 237 can be for wireless signals. The second antenna
237 can include an omnidirectional antenna, a wire, an
antenna chip, a ceramic antenna, or a combination thereof.

The second antenna 237 can detect or respond to a power in
electromagnetic waves and provide the detected result to the
second communication unit 236 to receive a signal, including
the first device transmission 208. The second antenna 237 can
provide a path or respond to currents or voltages provided by
the second communication unit 236 to transmit a signal,
including the second device transmission 210.

The second communication unit 236 can include a second
communication interface 250. The second communication
interface 250 can be used for communication between the
second communication unit 236 and other functional units in
the second device 106. The second communication interface
250 can receive information from the other functional units or
can transmit information to the other functional units.

The second communication interface 250 can include dit-
ferent implementations depending on which functional units
are being interfaced with the second communication unit 236.
The second communication interface 250 can be imple-
mented with technologies and techniques similar to the
implementation of the second control interface 244.

The first communication unit 216 can couple with the
network 104 to send information to the second device 106 in
the first device transmission 208. The second device 106 can
receive information in the second communication unit 236
from the first device transmission 208 of the network 104.

The second communication unit 236 can couple with the
network 104 to send information to the first device 102 in the
second device transmission 210. The first device 102 can
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receive information in the first communication unit 216 from
the second device transmission 210 of the network 104. The
computing system 100 can be executed by the first control
unit 212, the second control unit 234, or a combination
thereof. For illustrative purposes, the second device 106 is
shown with the partition having the second user interface 238,
the second storage unit 246, the second control unit 234, and
the second communication unit 236, although it is understood
that the second device 106 can have a different partition. For
example, the second software 242 can be partitioned difter-
ently such that some or all of its function can be in the second
control unit 234 and the second communication unit 236.
Also, the second device 106 can include other functional units
not shown in FIG. 2 for clarity.

The functional units in the first device 102 can work indi-
vidually and independently of the other functional units. The
first device 102 can work individually and independently
from the second device 106 and the network 104.

The functional units in the second device 106 can work
individually and independently of the other functional units.
The second device 106 can work individually and indepen-
dently from the first device 102 and the network 104.

The functional units described above can be implemented
in hardware. For example, one or more of the functional units
can be implemented using the a gate, circuitry, a processor, a
computer, integrated circuit, integrated circuit cores, a pres-
sure sensor, an inertial sensor, a microelectromechanical sys-
tem (MEMS), a passive device, a physical non-transitory
memory medium having instructions for performing the soft-
ware function, a portion therein, or a combination thereof.

For illustrative purposes, the computing system 100 is
described by operation of the first device 102 and the second
device 106. It is understood that the first device 102 and the
second device 106 can operate any of the modules and func-
tions of the computing system 100.

Referring now to FIG. 3, therein is shown a control flow of
the computing system 100. The computing system 100 can
include a receiver module 302, a joint detection module 304,
a deinterleaver module 306, a decoding module 308, an
arrangement module 310, a serving cancellation module 312,
aresidual whitening module 314, a classification module 316,
or a combination thereof.

The receiver module 302 can be coupled to the joint detec-
tion module 304, the serving cancellation module 312, or a
combination thereof. The joint detection module 304 can be
further coupled to the deinterleaver module 306, the classifi-
cation module 316, or a combination thereof. The deinter-
leaver module 306 can be coupled to the decoding module
308, which can be further coupled to the arrangement module
310. The arrangement module 310 can be coupled to the
serving cancellation module 312, which can be further
coupled to the residual whitening module 314. The residual
whitening module 314 can be coupled to the classification
module 316.

The modules can be coupled to each other in a variety of
ways. For example, modules can be coupled by having the
input of one module connected to the output of another, such
as by using wired or wireless connections, the network 104 of
FIG. 1, instructional steps, process sequence, or a combina-
tion thereof. Also for example, the modules can be coupled
either directly with no intervening structure other than con-
nection means between the directly coupled modules, or indi-
rectly with modules or devices other than the connection
means between the indirectly coupled modules.

As a more specific example, one or more inputs or outputs
of the receiver module 302 can be connected to one or more
inputs or inputs of the joint detection module 304, the serving
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cancellation module 312, or a combination thereof using
conductors or the transmission channel without intervening
modules or devices there-between. Also for example, the joint
detection module 304 can be coupled to the deinterleaver
module 306, the classification module 316, or a combination
thereof directly, similar to the receiver module 302 and the
joint detection module 304, or indirectly using a wireless
channel with a repeater, a switch, a routing device, or a
combination thereof. The above described modules can be
coupled in similar ways.

The computing system 100 can communicate with or using
a device, such as by displaying images, recreating sounds,
exchanging process steps or instructions, or a combination
thereof. The computing system 100 can communicate infor-
mation between devices. The receiving device can further
communicate with the user by displaying images, recreating
sounds, exchanging process steps or instructions, or a com-
bination thereof according to the information communicate to
the device.

The receiver module 302 is configured to receive the
receiver signal 124 of FIG. 1. The receiver module 302 can
receive the receiver signal 124 corresponding to and repre-
senting the serving signal 110 of FIG. 1, the interference
signal 120 of FIG. 1, or a combination thereof. The receiver
module 302 can receive the receiver signal 124 as the serving
signal 110, the interference signal 120, or a combination
thereof having respectively traversed the serving channel, the
interference channel, or a combination thereof.

The receiver module 302 can receive the receiver signal
124 by recording electrical power, voltage, current, or acom-
bination thereof. For example, the receiver module 302 can
receive the receiver signal 124 by recording energy levels or
changes therein for the first antenna 217 of FIG. 2, the second
antenna 237 of FIG. 2, the first communication interface 228
of FIG. 2, the second communication interface 250 of F1G. 2,
the first control interface 222 of FIG. 2, the second control
interface 244 of FIG. 2, or a combination thereof.

Also for example, the receiver module 302 can receive the
receiver signal 124 by recording energy levels or changes
received through a wireless antenna, a wire or a conductor, an
instruction or a step for transferring data between devices,
processes, instructions, between portions therein, or a com-
bination thereof. Also for example, the receiver module 302
can record the receiver signal 124 by storing the energy levels
or changes therein, according to a time, a sequence, or a
combination thereof in the first communication unit 216 of
FIG. 2, the second communication unit 236 of F1G. 2, the first
storage unit 214 of FIG. 2, the second storage unit 246 of FIG.
2, or a combination thereof.

The receiver module 302 can process the receiver signal
124 to determine aspects thereof. For example, the receiver
module 302 can determine a sample size, a sample index, the
serving reference segment 116 of FIG. 1, the interference
reference segment 122 of FIG. 1, the noise portion 130 of
FIG. 1, or a combination thereof. The receiver module 302
can recognize based on a method or a process predetermined
by the computing system 100 or a standard for controlling a
sampling rate, a block size, a symbol size, or a combination
thereof.

The receiver module 302 can further use a dedicated
device, circuitry, process, or a combination thereof to deter-
mine the aspects of the receiver signal 124 including the noise
portion 130. The receiver module 302 can also use known
parts or aspects of the receiver signal to further identify appro-
priate instance of the values for other aspects as predeter-
mined and stored by the computing system 100. The receiver
module 302 can further determine the noise variance 144 of
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FIG. 1 using a statistical analysis based on the noise portion
130, based on values predetermined by the computing system
100, or a combination thereof.

The receiver module 302 can determine the aspects of the
receiver signal 124 using the first communication unit 216,
the second communication unit 236, the first control unit 212
of FIG. 2, the second control unit 234 of FIG. 2, or a combi-
nation thereof. The receiver module 302 can store the aspects
of'the receiver signal 124 in the first communication unit 216,
the second communication unit 236, the first storage unit 214,
the second storage unit 246, or a combination thereof.

The receiver module 302 can include a channel estimation
module 320. The channel estimation module 320 is config-
ured to characterize communication channels. For example,
the channel estimation module 320 can determine the serving
channel estimate 134 of FIG. 1, the interference channel
estimate 138 of FIG. 1, or a combination thereof.

The channel estimation module 320 can use the serving
reference segment 116, the interference reference segment
122, a portion in the receiver signal 124 corresponding
thereto, or a combination thereof to determine the serving
channel estimate 134, the interference channel estimate 138,
or a combination thereof. The details, formats, requirements,
or a combination thereof regarding the serving reference seg-
ment 116, the interference reference segment 122, or a com-
bination thereof, such as regarding original frequency, phase,
content, shape, or a combination thereof, can be predeter-
mined by the communication standard, the computing system
100, or a combination thereof.

The channel estimation module 320 can compare the
received instances of the receiver signal 124 or segments
therein to the predetermined parameters for the serving ref-
erence segment 116, the interference reference segment 122,
ora combination thereof. The channel estimation module 320
can further use frequency domain transformation or time
domain transformation, convolution, transposition, basic
mathematical operations, or a combination thereof with the
predetermined or received instances of the reference commu-
nication, or both.

The channel estimation module 320 can further calculate
the changes in magnitude, frequency, phase, or a combination
thereof in the reference portion in the serving signal 110, the
interference signal 120, or a combination thereof to the
receiver signal 124. The channel estimation module 320 can
further use various methods, such as the least square method,
the least mean square (LMS) method, or the minimum mean
square error (MMSE) method, to determine the serving chan-
nel estimate 134, the interference channel estimate 138, or a
combination thereof.

The channel estimation module 320 can use the first com-
munication unit 216, the second communication unit 236, the
first control unit 212, the second control unit 234, or a com-
bination thereof to determine the serving channel estimate
134, the interference channel estimate 138, or a combination
thereof. The channel estimation module 320 can store the
serving channel estimate 134, the interference channel esti-
mate 138, or a combination thereof in the first communication
unit 216, the second communication unit 236, the first storage
unit 214, the second storage unit 246, or a combination
thereof.

After receiving the receiver signal 124 and determining the
aspects thereof, the control flow can pass to the joint detection
module 304. The control flow can pass through a variety of
ways. For example, control flow can pass by having process-
ing results of one module passed to another module, such as
by passing the receiver signal 124, the determined aspects
thereof, or a combination thereof from the receiver module
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302 to the joint detection module 304, by storing the process-
ing results at a location known and accessible to the other
module, such as by storing the receiver signal 124, the deter-
mined aspects thereof, or a combination thereof at a storage
location known and accessible to the joint detection module
304, by notifying the other module, such as by using a flag, an
interrupt, a status signal, or a combination for the joint detec-
tion module 304, or a combination of processes thereof.

The joint detection module 304 is configured to detect a
symbol, a bit, or a combination thereof from the receiver
signal 124. The joint detection module 304 can use a joint
detection mechanism 322 for detecting the symbol, the bit, or
a combination thereof corresponding to the serving signal
110, the interference signal 120, or a combination thereof. For
example, the joint detection module 304 can detect symbols
corresponding to the serving signal 110 and the interference
signal 120 in the receiver signal 124.

The joint detection mechanism 322 is a process or a method
for processing for information corresponding to the receiver
signal 124 along with the interference signal 120. The joint
detection mechanism 322 can detect symbols corresponding
to the receiver signal 124 and other independent symbols
corresponding to the interference signal 120.

The joint detection mechanism 322 can use an iterative
process or method. The joint detection mechanism 322 can
further implement a maximum-likelihood approach or a
minimum-distance approach. The joint detection mechanism
322 can include a joint-detection-decoding process or
method, an interference-aware detection process or method,
or a combination thereof.

The joint detection module 304 can calculate the detection
result 152 of FIG. 1 using the joint detection mechanism 322.
The joint detection module 304 can process the receiver sig-
nal 124 according to the joint detection mechanism 322 to
calculate the detection result 152. The joint detection module
304 can calculate the detection result 152 as LLR value, an
a-posteriori value, or a combination thereof.

The joint detection module 304 can utilize the serving
modulation scheme 114 of FIG. 1 in detecting the symbols.
The joint detection module 304 can determine the serving
modulation scheme 114 based on processing the receiver
signal 124 or a known portion therein, based on previously
exchanged data, such as during initiation or handover pro-
cess, as predetermined by the computing system 100 or a
standard, or a combination thereof.

The joint detection module 304 can be without any prior
data regarding the interference modulation scheme 121 of
FIG. 1. Moreover, the receiver signal 124 or previously
exchanged data can be without data designated for notifying
or processing for the interference modulation scheme 121.

The computing system 100 can calculate the interference
modulation estimate 156 of FIG. 1 without the designated or
intended information. The joint detection module 304 can
further utilize the interference modulation estimate 156 to
detect the symbols corresponding to the serving signal 110
and the interference signal 120. Details regarding the inter-
ference modulation estimate 156 will be described below.

The joint detection module 304 can use the first commu-
nication unit 216, the second communication unit 236, the
first control unit 212, the second control unit 234, or a com-
bination thereof to calculate the detection result 152 from the
receiver signal 124 corresponding to the serving signal 110
and the interference signal 120. The joint detection module
304 can store the detection result 152 in the first communi-
cation unit 216, the second communication unit 236, the first
storage unit 214, the second storage unit 246, or a combina-
tion thereof.
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After calculating the detection result 152, the control flow
can be passed from the joint detection module 304 to the
deinterleaver module 306. The control flow can pass similarly
as described above between the receiver module 302 and the
joint detection module 304 but using processing results of
joint detection module 304, such as the detection result 152.

The deinterleaver module 306 is configured to arrange the
detection result 152. The deinterleaver module 306 can
arrange the detection result 152 according to a coding scheme
predetermined by a standard, the computing system 100, or a
combination thereof. For example, the deinterleaver module
306 can arrange the detection result 152 according to the
turbo coding scheme or the polar coding scheme.

After arranging the detection result 152, the control flow
can be passed from the deinterleaver module 306 to the
decoding module 308. The control flow can pass similarly as
described above between the receiver module 302 and the
joint detection module 304 but using processing results of
joint detection module 304, such as a deinterleaved instance
of the detection result 152.

The decoding module 308 is configured to decode the
receiver signal 124. The decoding module 308 can decode the
receiver serving portion 126 of FIG. 1. The decoding module
308 can decode the receiver signal 124 to recover the serving
signal 110 or the serving content therein. The decoding mod-
ule 308 can be an interference aware decoder or a decoder for
the joint-detector-decoder configuration.

The decoding module 308 can calculate the decoding result
154 of FIG. 1 based on the receiver signal 124. The decoding
module 308 can calculate the decoding result 154 by process-
ing the deinterleaved instance of the detection result 152
resulting from the receiver signal 124.

The decoding module 308 can calculate the decoding result
154 as LLR value, an a-posteriori value, or a combination
thereof. The decoding module 308 can calculate the decoding
result 154 based on:

Z ply | x)p(x) Equation (2)

(e =+11y xiby=+1

APEC[4] = Tog? - .

v M=loe g =) =TS 0 Torm
xiby=—1

The term ‘A, ”#[K]" can represent the decoding result 154.
The decoding result 154 can be based on likelihood values of
original serving content being a specific value given the
receiver signal 124.

The decoding module 308 can further utilize an initial
decoding result 154. The initial decoding result 154 can be a
value assigned to the decoding result 154 for an initial itera-
tion of signal processing by the computing system 100.

The decoding module 308 can use the initial decoding
result 154 based on 1, 0, or any decimal values or probability
values there between. For example, the computing system
100 can use the initial decoding result 154 represented as:

hijDEC[k]ZO. Equation (3).

The computing system 100 can initiate the signal process-
ing with the decoding module 308 following the receiver
module 302 with the initial decoding result 154 as the decod-
ing result 154. The computing system 100 can further imple-
ment the decoding module 308 with the initial decoding result
154 as the decoding result 154 parallel to or simultaneously as
the joint detection module 304.

The decoding module 308 can use the first communication
unit 216, the second communication unit 236, the first control
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unit 212, the second control unit 234, or a combination
thereof to calculate the decoding result 154 from the receiver
signal 124. The decoding module 308 can store the decoding
result 154 in the first communication unit 216, the second
communication unit 236, the first storage unit 214, the second
storage unit 246, or a combination thereof.

After decoding the decoding result 154, the control flow
can be passed from the decoding module 308 to the arrange-
ment module 310. The control flow can pass similarly as
described above between the receiver module 302 and the
joint detection module 304 but using processing results of
decoding module 308, such as the decoding result 154.

The arrangement module 310 is configured to interleave
the decoding result 154. The arrangement module 310 can be
similar to the deinterleaver module 306. The arrangement
module 310 can implement an opposite or a complementary
method or process as the deinterleaver module 306. The
arrangement module 310 can interleave according to the pre-
determined coding scheme.

After interleaving the decoding result 154, the control flow
can be passed from the arrangement module 310 to the serv-
ing cancellation module 312. The control flow can pass simi-
larly as described above between the receiver module 302 and
the joint detection module 304 but using processing results of
arrangement module 310, such as an interleaved instance of
the decoding result 154.

The serving cancellation module 312 is configured to
remove the receiver serving portion 126 from the receiver
signal 124. The serving cancellation module 312 remove the
receiver serving portion 126 by cancelling the decoding result
154 from the receiver signal 124.

The serving cancellation module 312 can cancel the decod-
ing result 154 from the receiver signal 124 by generating an
estimate of the receiver interference portion 128 of FIG. 1
including a residual signal 326. The serving cancellation
module 312 can generate the estimate of the receiver inter-
ference portion 128 based on a symbol probability 328. The
symbol probability 328 is one or more a posteriori probabili-
ties of one or more symbols corresponding to the serving
signal 110. The symbol probability 328 can be based on the
decoding result 154.

The symbol probability 328 can be further based on:

10g|Con; | Equation (4)

[1 Prosten = b0

J=1

Plx;[k] = x] =

The symbol probability can be represented as ‘[P [x,[k]=x]".
The term ‘C,,” can represent a set of constellation points of

modulation scheme ‘me M ’ in the complex domain, where *

M’ can represent the set of candidate modulation formats.
The terms ‘m,” and ‘m,” can represent the serving modulation
scheme 114 and the interference modulation scheme 121 of
FIG. 1, respectively, of the transmit symbols for the i-th layer.
Moreover, ‘m={m,, ..., m,;}’and ‘m'={m,', ..., m; '} can
represent the sets of modulation formats for the serving signal
110 and the interference signal 120, respectively. The term
“b)(x)” can represent where b,(x) is the j-th bit of the symbol
X,
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The symbol probability 328 can further be represented by:

e(zl—l)/\gEC )2 Equation (5)

Ploink]) = 1] = —ppr——————.
S | APE

The serving cancellation module 312 can use Equation (5) in
implementing Equation (4) for 1e{0,1}.

The estimate of the receiver interference portion 128 can
include the residual signal 326, the actual instance of the
receiver interference portion 128, the noise portion 130, or a
combination thereof. The residual signal 326 is remaining
portions of the receiver serving portion 126 based on incom-
plete cancellation thereof. The residual signal 326 can be a
portion of the receiver signal 124 corresponding to the serv-
ing signal 110 remaining after cancelling the decoding result
154 from the receiver signal 124.

The serving cancellation module 312 can generate the esti-
mate of the receiver interference portion 128 including the
residual signal 326 by soft cancelling the decoding result 154
from the receiver signal 124, the decoding result 154 for
representing the serving signal 110. The serving cancellation
module 312 can generate the estimate of the receiver inter-
ference portion 128 by implementing an assumption that the
desired symbols corresponding to the serving signal 110 have
a priori probabilities equal to the symbol probability 328.

The serving cancellation module 312 can generate the esti-
mate of the receiver interference portion 128 using:

(k= [k]-H [k] E x iy = 1) efte) - B )+ G fipw

[kj+z[K]. Equation (6).

The term ‘y'[k]” can represent the estimate of the receiver
interference portion 128. The term ‘H[k](x[k]-E x[k])’ can
represent the residual signal 326. The term ‘G[k]w[k]” can
represent the receiver interference portion 128.

The serving cancellation module 312 can use the first com-
munication unit 216, the second communication unit 236, the
first control unit 212, the second control unit 234, or a com-
bination thereof to generate the estimate of the receiver inter-
ference portion 128 including the residual signal 326. The
serving cancellation module 312 can store the estimate of the
receiver interference portion 128, the residual signal 326, the
symbol probability 328, or a combination thereof in the first
communication unit 216, the second communication unit
236, the first storage unit 214, the second storage unit 246, or
a combination thereof.

It has been discovered that the estimate of the receiver
interference portion 128, including the residual signal 326,
resulting from cancelling the decoding result 154 provides
increased accuracy in processing the signal. The residual
signal 326 can represent the portion of the receiver signal 124
corresponding to the interference signal 120. The estimate of
the receiver interference portion 128 can be used to estimate
the modulation scheme of the interference signal 120. The
modulation scheme of the interference signal 120 can used to
improve the accuracy of detecting symbols corresponding to
the serving signal 110.

After generating the estimate of the receiver interference
portion 128, the control flow can be passed from the serving
cancellation module 312 to the residual whitening module
314. The control flow can pass similarly as described above
between the receiver module 302 and the joint detection mod-
ule 304 but using processing results of decoding module 308,
such as the estimate of the receiver interference portion 128.

The residual whitening module 314 is configured to calcu-
late the receiver interference portion 128. The residual whit-
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ening module 314 can calculate the receiver interference por-
tion 128 based on removing the noise portion 130, the
residual signal 326, or a combination thereof. The residual
whitening module 314 can remove by implementing a whit-
ening mechanism 330. The residual whitening module 314
can calculate the receiver interference portion 128 by adjust-
ing or updating the estimate of the receiver interference por-
tion 128 using the whitening mechanism 330.

The whitening mechanism 330 is a process or a method for
removing any correlation within data. The residual whitening
module 314 can use the whitening mechanism 330 to remove
any patterns, biases, or connections within the subjected data.

The residual whitening module 314 can the approximate
the estimate of the receiver interference portion 128 or the
residual signal 326 therein as colored Gaussian based on the
remaining effect from the receiver serving portion 126. The
residual whitening module 314 can process the estimate of
the receiver interference portion 128 including the residual
signal 326 with the whitening mechanism 330 to implement
the whitening mechanism 330 for removing or whitening the
residual signal 326 from the estimate of the receiver interfer-
ence portion 128 derived from the receiver signal 124.

The residual whitening module 314 can whiten based on a
covariance estimate 332. The covariance estimate 332 is a
calculated result for representing degree of patterns, biases,
or connections within the subjected data. The covariance
estimate 332 can correspond to the characterization of the
remaining effect from the receiver serving portion 126. The
covariance estimate 332 can further correspond to the colored
Gaussian approximation for the estimate of the receiver inter-
ference portion 128 or the residual signal 326 therein.

The covariance estimate 332 can be based on:

S'[k] =H[KICov(x [k H*[k]+C*Ly .

The covariance estimate 332 can be represented by X'[k]’.
The term ‘H[k](x[k]-E x[k])’ can represent the remaining
effect from the receiver serving portion 126, which can be
approximated as colored Gaussian with zero mean character-
ized by the covariance estimate 332.

The residual whitening module 314 can further implement
the whitening mechanism 330 to adjust the estimate of the
receiver interference portion 128 for representing the inter-
ference signal 120. The residual whitening module 314 can
effectively change the residual signal 326 as an adjustment to
the noise portion 130 using the whitening mechanism 330.

The residual whitening module 314 can further effectively
calculate the receiver interference portion 128 corresponding
to the interference signal 120 by whitening the residual signal
326. The residual whitening module 314 can calculate the
receiver interference portion 128 based on:

Equation (7).

L Equation (8)

Equation (8) can represent a processing result ‘¥'[k]” from
whitening the remaining effect from the receiver serving por-
tion 126.

It has been discovered that the covariance estimate 332
provides reduced computational complexity. The covariance
estimate 332 can implement the color Gaussian approxima-
tion for the residual part of the receiver serving portion 126,
which can characterize the remnants of the receiver serving
portion 126 and allow for whitening of the signal without
using complex methods or processes.

It has further been discovered that the implementation of
the whitening mechanism 330 for the residual signal 326
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provides reduced computational complexity. The implemen-
tation of the whitening mechanism 330 for the residual signal
326 can lead to removing or accounting for the receiver serv-
ing portion 126 or a portion therein without determining the
actual value or contribution thereof.

The residual whitening module 314 can implement the
whitening mechanism 330 and calculate the covariance esti-
mate 332 using the first communication unit 216, the second
communication unit 236, the first control unit 212, the second
control unit 234, or a combination thereof. The residual whit-
ening module 314 can store the processing result from the
whitening process or the receiver interference portion 128 in
the first communication unit 216, the second communication
unit 236, the first storage unit 214, the second storage unit
246, or a combination thereof.

After implementing the whitening mechanism 330, the
control flow can be passed from the residual whitening mod-
ule 314 to the classification module 316. The control flow can
pass similarly as described above between the receiver mod-
ule 302 and the joint detection module 304 but using process-
ing results of residual whitening module 314, such as the
processing result from the whitening process or the estimate
of' the receiver interference portion 128.

The classification module 316 is configured to estimate the
interference modulation scheme 121. The classification mod-
ule 316 can estimate by generating the interference modula-
tion estimate 156. The classification module 316 can generate
the interference modulation estimate 156 based on the decod-
ing result 154 and the receiver signal 124 by implementing a
classification mechanism 334 to the processing result, such as
the receiver interference portion 128 or an adjusted estimate
thereof, from the residual whitening module 314 generated
based on removing the decoding result 154 from the receiver
signal 124.

The classification module 316 can generate the interfer-
ence modulation estimate 156 by implementing the classifi-
cation mechanism 334 to a portion of the receiver signal 124
for representing the interference signal 120. The receiver
interference portion 128 or an adjusted estimate thereof
including the noise portion 130 from the residual whitening
module 314 can be the receiver interference portion 128 rep-
resenting the interference signal 120.

The classification mechanism 334 is a method or a process
for determining the modulation scheme from a signal or a
processing result thereof. The classification mechanism 334
can be for generating the interference modulation estimate
156 for representing the interference modulation scheme 121
of' the interference signal 120.

The classification module 316 can implement the maxi-
mum-likelihood approach for the estimate of the receiver
interference portion 128 with the classification mechanism
334. The classification module 316 can implement the clas-
sification mechanism 334 to generate the interference modu-
lation estimate 156 based on:

K 1 Equation (9)
Al =argmax , ;s {Z log f (¥ [K1; &' KD2 GIK], m’)}.
k=1

The term ‘K’ can represent the number of samples for the
receiver signal 124. The interference modulation estimate
156 can be represented as ‘m".
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The classification module 316 can further implement the
classification mechanism 334 based on:

, Equation (10)
f Gom')=

1 1
= 2, espl=lly— Gl
|Cpr | 7Nr WEZC:J”/
For Equations (9)-(10),
Cpr = Cpt Xo.. X Cpp 7
i y5

can apply.

It has been discovered that implementing the classification
mechanism 334 on the receiver interference portion 128 pro-
vides increased throughput. The interference modulation
estimate 156 can approximate the interference modulation
scheme 121 without using any designated or known informa-
tion regarding the interference modulation scheme 121. The
interference modulation estimate 156 can improve the signal
detection process, which can reduce errors and retransmis-
sions to provide the increased throughput.

The classification module 316 can use the first communi-
cation unit 216, the second communication unit 236, the first
control unit 212, the second control unit 234, or a combina-
tion thereof to generate the interference modulation estimate
156. The classification module 316 can store the interference
modulation estimate 156 in the first communication unit 216,
the second communication unit 236, the first storage unit 214,
the second storage unit 246, or a combination thereof.

After generating the interference modulation estimate 156,
the control flow can be passed from the classification module
316 to the joint detection module 304. The control flow can
pass similarly as described above between the receiver mod-
ule 302 and the joint detection module 304 but using process-
ing results of the classification module 316, such as the pro-
cessing result from the interference modulation estimate 156.

The computing system 100 can implement an iterative
modulation-estimate mechanism 336 for utilizing the inter-
ference modulation estimate 156 to calculate, recalculate,
adjust, or a combination thereof for processing the receiver
signal 124 and calculating the decoding result 154. The itera-
tive modulation-estimate mechanism 336 is a method or a
process utilizing repetition of steps to progressively improve
a result or arrive at a solution involving estimation of the
interference modulation scheme 121.

The iterative modulation-estimate mechanism 336, along
with the various mechanisms described above, can be imple-
mented in a variety of ways. For example, the iterative modu-
lation-estimate mechanism 336, any one of the mechanisms
described above, or a combination thereof can be imple-
mented using hardware, such as gates or passive components,
software, such as functions or routines, firmware, or a com-
bination thereof. As a more specific example, the iterative
modulation-estimate mechanism 336 can be implemented
using a feedback loop, a software loop or recursion, or a
combination thereof.

The iterative modulation-estimate mechanism 336 can be
for characterizing the receiver interference portion 128 cor-
responding to the interference signal 120, and using the char-
acterization to improve the processing for the serving signal
110 or the serving portion therein. The iterative modulation-
estimate mechanism 336 can include the serving cancellation
module 312, the residual whitening module 314, the classifi-
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cation module 316, the operations thereof, or a combination
thereof. The iterative modulation-estimate mechanism 336
can include the feedback path or routine for providing the
interference modulation estimate 156 to the joint detection
module 304 for detecting the receiver signal 124.

The joint detection module 304 can calculate the detection
result 152 with the joint detection mechanism 322 from the
receiver signal 124. The joint detection module 304 can cal-
culate the detection result 152 based on the interference
modulation estimate 156.

The joint detection module 304 can utilize the interference
modulation estimate 156 to detect the symbols corresponding
to the serving signal 110. The joint detection module 304 can
use the interference modulation estimate 156 to separate the
symbols or portions corresponding to the interference signal
120. The joint detection module 304 can further use the inter-
ference modulation estimate 156 to reinforce the detection of
the symbols corresponding to the serving signal 110.

The deinterleaver module 306, the decoding module 308,
the arrangement module 310, or a combination thereof can
operate as described above based on the detection result 152
utilizing the interference modulation estimate 156. The
updated instance of the decoding result 154 can be used to
calculate the content result 158 of FIG. 1.

The computing system 100 can calculate the content result
158 when error checking process passes based on the decod-
ing result 154. The content result 158 can be represent the
serving signal 110 or the serving content therein. The content
result 158 can be a product of utilizing the interference modu-
lation estimate 156 for the receiver signal 124 including the
interference signal 120 without any prior information regard-
ing the interference modulation scheme 121. The computing
system 100 can repeat the above described processes based on
failing the error checking process with the decoding result
154.

It has been discovered that the iterative modulation-esti-
mate mechanism 336, the interference modulation estimate
156, and the joint detection mechanism 322 provides
increased accuracy while reducing computational complex-
ity. The iterative modulation-estimate mechanism 336, the
interference modulation estimate 156, and the joint detection
mechanism 322 can improve the identification or detection of
the interference signal 120, leading to the increased accuracy
forthe signal processing for the serving signal 110. Moreover,
the iterative modulation-estimate mechanism 336, the inter-
ference modulation estimate 156, and the joint detection
mechanism 322 can use the decoded information of the
desired signal iteratively and classify the interference signal
120 without including the portions corresponding to the serv-
ing signal 110.

Referring now to FIG. 4, therein is shown a flow chart 400
of'a method of operation of a computing system in a further
embodiment of the present invention. The method 400
includes: receiving a receiver signal for representing a serv-
ing signal and an interference signal in a block 402; calculat-
ing a decoder output based on the receiver signal in a block
404; generating an interference modulation estimate with a
communication unit based on the decoder output and the
receiver signal in a block 406; and calculating a content result
based on the interference modulation estimate for represent-
ing the serving signal in a block 408.

The modules described in this application can be hardware
implementation or hardware accelerators, including passive
circuitry, active circuitry, or both, in the first communication
unit 216 of FIG. 2, the second communication unit 236 of
FIG. 2, the first control unit 216 of FIG. 2, the second control
unit238 of FIG. 2, or a combination thereof. The modules can
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also be hardware implementation or hardware accelerators,
including passive circuitry, active circuitry, or both, within
the first device 102 of FIG. 1 or the second device 106 of FIG.
2, but outside of the first communication unit 216, the second
communication unit 236, the first control unit 216, the second
control unit 238, or a combination thereof.

The computing system 100 of FIG. 1 has been described
with module functions or order as an example. The comput-
ing system 100 can partition the modules differently or order
the modules differently. For example, the iterative modula-
tion-estimate mechanism 336 can be implemented in series
with processing for the serving signal 110 of FIG. 1, such as
following the arrangement module 310, or in parallel there-
with, simultaneously processing for the interference signal
120 of FIG. 1. Also for example, the joint detection module
304 of FIG. 3 can be combined with the classification module
316 of FIG. 3.

For illustrative purposes, the various modules have been
described as being specific to the first device 102 or the
second device 106. However, it is understood that the mod-
ules can be distributed differently. For example, the various
modules can be implemented in a different device, or the
functionalities of the modules can be distributed across mul-
tiple devices. Also as an example, the various modules can be
stored in a non-transitory memory medium

As a more specific example, one or more modules
described above can be stored in the non-transitory memory
medium for distribution to a different system, a different
device, a different user, or a combination thereof, for manu-
facturing, or a combination thereof. Also as a more specific
example, the modules described above can be implemented
or stored using a single hardware unit, such as a chip or a
processor, or across multiple hardware units.

The modules described in this application can be stored in
the non-transitory computer readable medium. The first com-
munication unit 216, the second communication unit 236, the
first storage unit 214, the second storage unit 246, or a com-
bination thereof can represent the non-transitory computer
readable medium. The first communication unit 216, the sec-
ond communication unit 236, first storage unit 214, the sec-
ond storage unit 246, or a combination thereof, or a portion
therein can be removable from the first device 102, the second
device 106, or a combination thereof. Examples of the non-
transitory computer readable medium can be a non-volatile
memory card or stick, an external hard disk drive, a tape
cassette, or an optical disk.

The physical transformation from the interference modu-
lation estimate 156 of FIG. 1 for the receiver signal 124 FIG.
1 results in the movement in the physical world, such as
content displayed or recreated for the user on the first device
102 from processing the serving content. The content repro-
duced on the first device 102, such as navigation information
orvoice signal of a caller, can influence the user’s movement,
such as following the navigation information or replying back
to the caller. Movement in the physical world results in
changes to the channel estimates, the interference source 118
FIG. 1, the interference signal 120 FIG. 1, or the noise portion
130 of FIG. 1, which can be fed back into the computing
system 100 and influence the decoding result 154 of FIG. 1
and subsequently the interference modulation estimate 156.

The resulting method, process, apparatus, device, product,
and/or system is straightforward, cost-effective, uncompli-
cated, highly versatile, accurate, sensitive, and effective, and
can be implemented by adapting known components for
ready, efficient, and economical manufacturing, application,
and utilization. Another important aspect of an embodiment
of the present invention is that it valuably supports and ser-
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vices the historical trend of reducing costs, simplifying sys-
tems, and increasing performance.

These and other valuable aspects of an embodiment of the
present invention consequently further the state of the tech-
nology to at least the next level.

While the invention has been described in conjunction with
a specific best mode, it is to be understood that many alterna-
tives, modifications, and variations will be apparent to those
skilled in the art in light of the aforegoing description.
Accordingly, it is intended to embrace all such alternatives,
modifications, and variations that fall within the scope of the
included claims. All matters set forth herein or shown in the
accompanying drawings are to be interpreted in an illustrative
and non-limiting sense.

What is claimed is:

1. A computing system comprising:

an antenna configured to receive a receiver signal for rep-

resenting a serving signal and an interference signal
transmitted from an interference source according to an
interference modulation scheme;

a communication unit, coupled to the antenna, configured

to:

calculate a decoding result based on the receiver signal,

generate an interference modulation scheme estimate of
the interference signal based on the decoding result
and the receiver signal, and

calculate a content result based on the interference
modulation scheme estimate for representing the
serving signal.

2. The system as claimed in claim 1 wherein the commu-
nication unit is configured to calculate the content result by
implementing an iterative modulation-estimate mechanism
for utilizing the interference modulation scheme estimate to
calculate the decoding result.

3. The system as claimed in claim 1 wherein the commu-
nication unit is configured to generate the interference modu-
lation scheme estimate by cancelling the decoding result from
the receiver signal.

4. The system as claimed in claim 1 wherein the commu-
nication unit is configured to generate the interference modu-
lation scheme estimate by implementing a whitening mecha-
nism for removing the serving signal or a portion thereof from
the receiver signal.

5. The system as claimed in claim 1 wherein the commu-
nication unit is configured to generate the interference modu-
lation scheme estimate by implementing a classification
mechanism to a portion of the receiver signal for representing
the interference signal.

6. The system as claimed in claim 1 wherein the commu-
nication unit is configured to generate the interference modu-
lation scheme estimate for representing the interference
modulation scheme of the interference signal without infor-
mation regarding the interference modulation scheme.

7. The system as claimed in claim 6 wherein the commu-
nication unit is configured to calculate a detection result with
a joint detection mechanism from the receiver signal, the
detection result based on the interference modulation scheme
estimate.

8. The system as claimed in claim 6 wherein the commu-
nication unit is configured to:

generate an estimate of a receiver interference portion

including a residual signal based on soft cancelling the
decoding result from the receiver signal, the decoding
result for representing the serving signal;

calculating the receiver interference portion from the esti-

mate of the receiver interference portion by adjusting for
the residual signal; and
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generate the interference modulation scheme estimate

based on the receiver interference portion.

9. The system as claimed in claim 6 wherein the commu-
nication unit is configured to generate the interference modu-
lation scheme estimate based on implementing a whitening
mechanism for representing the interference signal.

10. The system as claimed in claim 6 wherein the commu-
nication unit is configured to calculate the decoding result
using an initial decoding result.

5

11. A method of operation of a computing system compris- 10

ing:
receiving a receiver signal for representing a serving signal
and an interference signal transmitted from an interfer-
ence source according to an interference modulation
scheme;
calculating a decoding result based on the receiver signal;
generating an interference modulation scheme estimate of
the interference signal with a communication unit based
on the decoding result and the receiver signal; and

calculating a content result based on the interference
modulation scheme estimate for representing the serv-
ing signal.

12. The method as claimed in claim 11 wherein calculating
the content result includes implementing an iterative modu-
lation-estimate mechanism for utilizing the interference
modulation scheme estimate to calculate the decoding result.

13. The method as claimed in claim 11 wherein generating
the interference modulation scheme estimate includes can-
celling the decoding result from the receiver signal.

14. The method as claimed in claim 11 wherein generating
the interference modulation scheme estimate includes imple-
menting a whitening mechanism for removing the serving
signal or a portion thereof from the receiver signal.

15. The method as claimed in claim 11 wherein generating
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the interference modulation scheme estimate includes imple- 35

menting a classification mechanism to a portion of the
receiver signal for representing the interference signal.
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16. A non-transitory computer readable medium including
instructions for a computing system, when executed by a
control unit, allow the control unit to perform the instructions
comprising:

receiving a receiver signal for representing a serving signal

and an interference signal transmitted from an interfer-
ence source according to an interference modulation
scheme;
calculating a decoding result based on the receiver signal;
generating an interference modulation scheme estimate of
the interference signal with a communication unit based
on the decoding result and the receiver signal; and

calculating a content result based on the interference
modulation scheme estimate for representing the serv-
ing signal.

17. The non-transitory computer readable medium as
claimed in claim 16 wherein calculating the content result
includes implementing an iterative modulation-estimate
mechanism for utilizing the interference modulation scheme
estimate to calculate the decoding result.

18. The non-transitory computer readable medium as
claimed in claim 16 wherein generating the interference
modulation scheme estimate includes cancelling the decod-
ing result from the receiver signal.

19. The non-transitory computer readable medium as
claimed in claim 16 wherein generating the interference
modulation scheme estimate includes implementing a whit-
ening mechanism for removing the serving signal or a portion
thereof from the receiver signal.

20. The non-transitory computer readable medium as
claimed in claim 16 wherein generating the interference
modulation scheme estimate includes implementing a classi-
fication mechanism to a portion of the receiver signal for
representing the interference signal.
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